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## **Introducción:**

Se proyecta entregar por parte de la empresa UPB FOOD, una infraestructura conformada por los servicios de FIREWALLS, WEB, NAT, HTTPS, FTPS, además del aplicativo web que permita a la empresa gestionar las ventas digitales y el intercambio de información de clientes e inventario con las demás empresas de la empresa, y contribuir a los sistemas CRM y ERP de la organización.

## **Definiciones** [1]

**Aviso de privacidad:** Comunicación verbal o escrita generada por el responsable, dirigida al

titular para el tratamiento de sus datos personales, mediante la cual se le informa acerca de la

existencia de las políticas de tratamiento de información que le serán aplicables, la forma de

acceder a las mismas y las finalidades del tratamiento que se pretende dar a los datos

personales.

**• Autorización:** Consentimiento previo, expreso e informado del titular de los datos personales

para llevar a cabo el tratamiento de los datos personales.

**• Base de datos:** Conjunto organizado de datos personales que sean objeto de Tratamiento.

**• Bases de datos automatizadas:** Se señalarán las medidas específicas para aplicar

exclusivamente a bases de datos informatizadas o automatizadas.

**• Dato personal:** Cualquier información vinculada o que pueda asociarse a una o a varias

personas naturales determinadas o determinables. Debe entonces entenderse el “dato

personal”

**• Dato público:** Es el dato que no sea semiprivado, privado o sensible. Son considerados datos

públicos, entre otros, los datos relativos al estado civil de las personas, a su profesión u oficio y

a su calidad de comerciante o de servidor público. Por su naturaleza, los datos públicos pueden

estar contenidos, entre otros, en registros públicos, documentos públicos, gacetas y boletines

oficiales, y sentencias judiciales debidamente ejecutoriadas que no estén sometidas a reserva.

También se entenderá que todos los datos que estén contenidos en los registros públicos

tendrán esta misma naturaleza.

• **Dato personal público:** Toda información personal que es de conocimiento libre y abierto para

el público en general. Dato personal privado: Toda información personal que tiene un

conocimiento restringido, y en principio privado para el público en general.

MANUAL PARA LA PROTECCION DE DATOS

PERSONALES

Una vez impreso este documento se considera como copia no controlada no se hace cargo de su actualización

**• Dato personal privado:** Toda información personal que tiene un conocimiento restringido, y en

principio privado para el público en general.

**• Dato semiprivado:** Es semiprivado el dato que no tiene naturaleza íntima, reservada, ni

pública y cuyo conocimiento o divulgación puede interesar no sólo a su titular sino a cierto

sector o grupo de personas o a la sociedad en general.

**• Encargado del tratamiento:** La empresa UPB Food actúa como encargada del tratamiento de datos

personales en los casos.

**• Responsable del tratamiento:** La empresa UPB Food actúa como responsable del tratamiento de datos

personales frente a todos los datos personales sobre los cuales decida

directamente, en cumplimiento de las funciones propias reconocidas legalmente por la ley 1581.

**• Titular:** Persona cuyos datos personales sean objeto de Tratamiento: Por el Titular,

quien deberá acreditar su identidad en forma suficiente por los distintos medios que le ponga a

disposición el o los responsables.

**• Transferencia:** La transferencia de datos tiene lugar cuando el responsable y/o encargado del

tratamiento de datos personales, ubicado en Colombia, envía la información o los datos

personales a un receptor, que a su vez es responsable del tratamiento.

**• Transmisión:** Tratamiento de datos personales que implica la comunicación de estos

dentro o fuera del territorio de la República de Colombia cuando tenga por objeto la realización

de un tratamiento por el encargado por cuenta del responsable.

**• Tratamiento:** Cualquier operación o conjunto de operaciones que la empresa UPB Food realice sobre datos

de carácter personal tales como la recolección, procesamiento,

publicidad, almacenamiento, uso, circulación o supresión.

DESARROLLO DE APLICATIVO WEB E IMPLEMENTACIÓN DE INFRAESTRUCTURA EN RED PARA LA EMPRESA UPB FOOD.

## **Condiciones generales**

## **Principios para el tratamiento de Datos personales**

Para dar cumplimiento a la Política de Protección de Datos Personales, como a las obligaciones

impartidas por la Ley 1581 de 2012 y su Decreto reglamentario, se debe tener en cuenta lo

siguiente: Una vez impreso este documento se considera como copia no controlada y la empresa no se hace cargo de su actualización

El manejo y tratamiento de datos personales, sensibles y de menores, dentro de La empresa UPB Food está enmarcado bajo los principios de **acceso y circulación, confidencialidad, finalidad, legalidad,** **libertad, seguridad, transparencia y veracidad o calidad**

## **Acceso y circulación:** El Tratamiento se sujeta a los límites que se derivan de la Tratamiento sólo podrá hacerse por personas autorizadas por el Titular y/o por las personas previstas en la presente ley, Los datos personales, salvo la información pública, no podrán estar disponibles en Internet u otros medios de divulgación o comunicación masiva, salvo que el acceso sea técnicamente controlable para brindar un conocimiento restringido sólo a los Titulares o terceros autorizados conforme a la presente ley

## **Finalidad:** El Tratamiento debe obedecer a una finalidad legítima de acuerdo con la Constitución y la Ley, la cual debe ser informada al Titular.

## **Legalidad:** El Tratamiento a que se refiere la presente ley es una actividad reglada que debe sujetarse a lo establecido en ella y en las demás disposiciones que la desarrollen

## **Libertad:** El Tratamiento sólo puede ejercerse con el consentimiento, previo, expreso e informado del Titular. Los datos personales no podrán ser obtenidos o divulgados sin previa autorización, o en ausencia de mandato legal o judicial que releve el consentimiento

## **Principio de seguridad:** La información sujeta a Tratamiento por el responsable del Tratamiento o Encargado del Tratamiento a que se refiere la presente ley, se deberá manejar con las medidas técnicas, humanas y administrativas que sean necesarias para otorgar seguridad a los registros evitando su adulteración, pérdida, consulta, uso o acceso no autorizado o fraudulento

## **Transparencia:** En el Tratamiento debe garantizarse el derecho del Titular a obtener del responsable del Tratamiento o del Encargado del Tratamiento, en cualquier momento y sin estricciones, información acerca de la existencia de datos que le conciernan.

## **Confidencialidad:** Todas las personas que intervengan en el Tratamiento de datos personales que no tengan la naturaleza de públicos están obligadas a garantizar la reserva de la información, inclusive después de finalizada su relación con alguna de las labores que comprende el Tratamiento, pudiendo sólo realizar suministro o comunicación de datos personales cuando ello corresponda al desarrollo de las actividades autorizadas en la ley y en los términos de esta.

## Condiciones Específicas

## Tratamiento de datos personales

En aquellos datos diferentes a los datos publicos, definidos en el numeral 2 del artículo 3 del Decreto Reglamentario 1377 de 2013, La empresa UPB Food solicitará autorización con antelación para el tratamiento de datos personales por cualquier medio que permita que estos puedan ser utilizados como pruebas. Según el caso, la autorización del puede ser parte de otro tipo , por ejemplo, de un contrato, o de un documento específico(formato, formulario, otro sí, etc.).

En los caracteres privados la descripción de la finalidad del tratamiento de los datos (autorización para el tratamiento de datos personales) se informará mediante el mismo documento específico o adjunto. La Cámara de la empresa UPB Food informará al titular de los datos lo siguiente:

* El tratamiento al que serán sometidos sus datos personales y la finalidad específica del

mismo.

* Los derechos que le asisten como titular.
* La página web, correo electrónico, dirección física y demás canales de comunicación en por los cuales podrá formular consultas y/o reclamos ante el responsable o Encargado del tratamiento. La empresa UPB Food antepondrá a toda cláusula de autorización de tratamiento de datos la cláusula de HABEAS DATA, con la cual se da aviso del cumplimiento de la ley de protección de datos personales:

## **Documentación de soporte**

Anexo 1. Manual para la protección de datos personales habeas data

Anexo 2. Guia SIC Tratamiento Datos Personales ComercioElectronico

Anexo 3. LEY ESTATUTARIA 1581 DE 2012

# **Referencias**

# Referencias

|  |  |
| --- | --- |
| [1] | Camara de comercio de Ibagué, 27 marzo 2020. [En línea]. Available: https://webcache.googleusercontent.com/search?q=cache:Li2y6crJ2NQJ:https://www.ccibague.org/index.php/files/57/HABEAS-DATA/109/Manual-de-Politicas-y-Procedimientos-de-Proteccion-de-Datos.pdf+&cd=1&hl=es-419&ct=clnk&gl=co&client=opera-gx. |
| [2] | Jean Pierre Parra, Armando Enrique Cortez, Daniel Eduardo Cadena Plazas, Diego Andres Vivas Díaz Nicolas Gabriel Muñoz Vega y Miguel Mateo Mendoza Rojas , «PROPUESTRA-PROYECTO-INTEGRADOR-2022-20,» 2022. |
| [3] | HowToTesting, «Pruebas de Caja Negra,» 4 Diciembre 2019. [En línea]. Available: https://howtotesting.com/testing-funcional/pruebas-de-caja-negra/. [Último acceso: 5 Febrero 2022]. |
| [4] | J. F. Huambachano, «Definición de Terminado (Done),» 26 Mayo 2017. [En línea]. Available: https://www.scrum.org/resources/blog/definicion-de-terminado-done. [Último acceso: 6 Febrero 2022]. |
| [5] | ComparaSoftware, «Alcance de un Proyecto: Definición y Ejemplos,» [En línea]. Available: https://blog.comparasoftware.com/alcance-del-proyecto/. [Último acceso: 5 Febrero 2022]. |
| [6] | SCRUM study, Una guía para el cuerpo de conocimiento de SCRUM, SCRUM study. |